
Retail IT Security Checklist

Staff cybersecurity awareness and training checklist

Activity Person 
Responsible

Date 
Completed

Details

Hire 
cybersecurity 
experts and/ 
or collect 
cybersecurity 
training 
resources

Assign different 
training tasks 
and/ or courses 
based on job 
description

Schedule 
training 
programs for 
each employee

Review 
cybersecurity 
awareness 
and training 
measures 
and improve 
periodically


	Text Field 13: 
	Text Field 14: 
	Text Field 15: 
	Text Field 16: 
	Text Field 17: 
	Text Field 18: 
	Text Field 19: 
	Text Field 20: 
	Text Field 21: Depending on the training, this can be handled either internally or externally.
	Text Field 22: Different roles need different training. For example, a store assistant won’t need the same training as a marketing executive.
	Text Field 23: Build a timeline that provides and maintains sufficient staff training. Once complete, we recommend testing your staff to make sure they understood everything. After all your business may be at stake.
	Text Field 24: Perform a complete analysis and update all training at least annually. Or, as regulations and the environment changes.


